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WhatsApp Chat Analyzer Using Artificial 

Cloud 

Intelligence 
Kushal Sankhe, Viditi Vartak, Sarvmbh Sawant, Thaksen Parvat 

Department of Information Technology, Vidyavardhini's College of Engineering and Technology, 

ABSTRACT:The WhatsApp Chat Analyzer is a software tool designed to extract and analyze data from WhatsApp 
the chat, such chats. The tool is capable of processing large volumes of chat content. The analysis can reveal patterns 

as the most frequently used words or topics discussed, the most active participants, and the time and date of messages. 
The analyzer can also detect sentiment and emotion in the messages, allowing users to understand the tone and context 
of the conversation. Overall, the WhatsApp Chat Analyzer provides a powerful way to gain insights into WhatsApp 
chats and understand the dynamics of group communication. 

Vasai Road (W), India 

KEYWORDS:Text analytics, Natural Language Processing (NLP), Sentiment analysis, Rule Based Model; Word 

I. INTRODUCTION 

With over 2 billion active users globally, WhatsApp is one of the most widely used messaging services. The amount 

of conversation data collected by the app's users likewise grows as its usage continues to rise. Due to this, there is an 

increasing need for technologies that can extract information from WhatsApp discussions. An application created to 

address this need is the WhatsApp Chat Analyzer. With the help of the WhatsApp Chat Analyzer, you may analyse 

chat data in depth and learn more about the talks. Large amounts of chat data may be processed by the prograrn, which 

can also extract pertinent data and produce visualisations that make it simple to comprehend conversation dynamics. 

Users may comprehend the tone and context of the discussion by using the WhatsApp Chat Analyzer, which can also 

identify mood and emotion in the messages. Understanding the general tone of the discussion and seeing possible 

disagreements or trouble spots are two uses for this capability. 

IJIRSET©2023 

II. RELATED WORK 

Previous research on WhatsApp chat analysis has been conducted in various domains, including customer 

service, social media monitoring, and marketing campaigns [1], [2], [3]. Researchers have explored different 

techniques for sentiment analysis, such as lexicon-based, machine learning, and hybrid approaches [1], [3], [4], [5). 

To improve the quality of hotel services, Kim et al. (2020) studied WhatsApp client feedback using a lexicon 

based technique to distinguish between positive and negative sentiment in customer feedback [4]. The findings of 

the sentiment analysis were connected with the customers' overall happiness with the hotel's services, the 

researchers discovered. 

A hybrid methodology was utilised in different research by Alharbi et al. (2019) to examine tweets and 

WhatsApp messages pertaining to the Saudi Vision 2030 project [1]. The classification of sentiment into positive, 

negative, and neutral categories was done by the researchers using lexicon-based analysis and machine learning 

techniques. The study demonstrated that social media sentiment analysis may be a useful tool for tracking public 

opinion and shaping policy choices. 
De et al. (2018) explored the use of WhatsApp for customer service in the hospitality industry and found that it 

was an effective and efficient way to communicate with customers [2]. The researchers used a mixed-method 

approach to analyse customer interactions and identified the most common issues faced by customers. 

Jhanwar et al. (2020) studied the impact of WhatsApp marketing campaigns on consumer purchase intention 

using sentiment analysis [3]. The researchers used a machine learning approach to analyse sentiment and found that 

positive sentiment in WhatsApp messages had a significant impact on consumer purchase intention. 
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1. Introduction 

Filter banks are an integral part of signal processing tech 
niques. Multi-rate filter banks are of special interest 
because of their ability to downsample the input signal into 
lower-rate components. These components are referred to 

as subbands. These subbands are further subjected to pro 
cessing/analysis. A typical perfect reconstruction multi-rate 
filter bank is shown in figure 1(a). Here, input x(n) is fed to 

the analysis bank, followed by downsampling by a factor of 

M. The filters H;(z) are called analysis filters. The subbands
Wk(n) are then processed by applying certain rules or cri 

teria. These subbands are upsampled by M at the synthesis 

side, followed by filtering through synthesis filters Fa(2) 
before recombination. 

Abstract. Principal Component Filter Bank (PCFB) is considered optimal in terms of coding gain for specific 
conditions. P P Vaidyanathan stated that coding gain does not necessarily always increase with the increase in 
the number of bands. However, very few attempts are made in the literature to go beyond the confines of work 
done by P P Vaidyanathan. We present the analytic proofs for the monotonicity of specific shapes of PSDs. This 
papers also derives properties of coding gain of PCFBs, which brings the new insights on the coding gain of 
Principal Component Filter Banks. 

Implementing a basic filter bank, as shown in figure 1(a) 
is computationally inefficient. Instead, a polyphase repre 
sentation, as shown in figure 1(b), is used in practical 
implementation. Here, 
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M-1 

(1) 

M-1 

Ghock for C 

where, 0 <k<L-1 and 0 <i<M-1. 

for 0 <k<L-1 and L is the number of subbands (L<M). 
We can also define the analysis polyphase matrix H(2) and 
the synthesis polyphase matrix F(z) as 

[H())k= Hiz) and F(z)la= Fz) (3) 

(2) 

Coding gain is a standard measure of the filter bank's 
performance for the compression of a signal. A filter bank 
with a higher coding gain is more efficient at reducing the 
redundancies present in the signal across multiple sub 
bands, consequently leading to a better compression 
performance. 

HEAD 

A Principal Component Filter Bank (PCFB) was shown 
to be simultaneously optimal for several objectives [1-3]. 
PCFBs particularly enhance the performance of data com 
pression. Vaidyanathan [4] has given the primary condi 
tions required for a filter bank to be a PCFB and the 
procedure to derive the ideal frequency support of the filters 
of a PCFB. Unfortunately, these ideal filters have a brick 

wall support and hence cannot be realized in practice 
(although close approximations can be made). 

PCFB for 1D signals was studied by Tsatsanis and 
Giannakis [1]. Xuan and Bamberger [5] extended the 
concept to higher dimensions. The existence of PCFB was 

further studied by Akkarakaran and Vaidyanathan [3]. 
PCFBs are known to exist only for some special classes of 
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Scene Recognition is becoming a imnportant Ap- plication of deep learning, with undergoing several important evolution over the past years. Scene recognition is 

used in so many fields fom automated cars to indoor localization this proves the importance of scene recognition and its growth in future. This project is an atiempt 
to solve one of the most common and diffcult problems of scene recognition. Scene Recognition is a application with a aim to classify a given scene image to a 

predefned category by analysing the whole image. The process of classifying scene images is very difficult because of similarity in attributes of various scenes. 

The goal of this project is to create a cnn (Convolution Neural Network) model which can accurately detect a scene with the help of extracting features from the 
image and analysing it We have used a custom dataset of 10 different classes to predict the scene and the accuracy of the model is 75 percentage. We will use Flask 

Framework for frontend to show output in realtime. 

Index Terms Scene Recognition, Deep learning, Convolutional Neural Network, Flask. 

L. INTRODUCTION 

A. Overview 

A human being can easily classify a object or a thing by looking at it because of the brain. The brain can analyse the object at a glance. To differentiate 

between two different things will be very easy and take mere seconds .In human brain there is a neural network and these objects act as a input for this 

neural network. But can a computer do this impossible task as sufficiently as a human person. Yes ,with the help of Artificial Intelligence and Deep 
learning. Scene recognition is a growing in the field a Deep learning and ML and the requirement of scene recognition in the market is high .Scene 
recognition is a very challenging issue that requires a systematic approach to get the needed results. Scene recognition is used in various fields like map 
construction, robots, AI automated cars andif there is some errors in making it can cause some serious damage. In This project we are going to use ANN 

architecture which stores information like a human neural network which can help in recognizing and classify a image.The ANN architecture is 

CNN(Convolutional Neural Network) which has a layered architecture for feature extraction and classification. 

B. Scene Recognition using Deep Learning 

C. Motivation 

For the past few years Scene Recognition has become very important and challenging issue in IT industries. Scene Recognition is used in many fields 
like security, indoor localization, Robots, autopilot. A scene consists of various concepts , including scene attributes, background, objects. These 
characteristics are used to determine the image. To extract these characteristics and train the model for detection we have createda cnn model. CNN 

(Convolution Neural Network) is one of the most useful method to for image classification . CNN is a type of Artificial Neural Network which is very 
effective in areas like image classification and recognition. In this project we have created a cnn model from scratch to train the large dataset and later to 

detect the images with respect to their class. [5]. When we have to recognize a coloured image or scene or a video, the CNN(Convolutional Neural 
Network) is the best and most suitable option because of it's architecture. The CNN architecture has three layers for feature extraction and two layers for 

classification. The feature extraction consist of an Input layer then the Convolutional Layer after that the padding layer which is optional and then the 
Pooling layer. In Classification layer the output from the convolutional layer goes into fully connected layer and finally the output layer. 

D. Problem Statement 

Identifying or classifying a scene through out eyes are human vision is easy but through computer is very interesting thing to work on as we see different 
scenes on our day to day life.Classifying and recognizing a scene through a computer is itself a challenging task.CNN is the best technique to do this task 
with utmost accuracy. That's the motivation behind this project. Big Data companies is a big market for scene recognition for ads preferences basis of 

majority of scenes detected of a particular user. 
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Abstract: Background: Event detection and monitoring applications involve highly populated 
sensor nodes in Wireless Sensor Networks (WSNs). Dense deployment of nodes leads to corre
lated sensor observations in the spatial and temporal domain. Most of the previous works focused 
on constant sensing radii for spatially correlated sensor observations. However, in real time sce
nario, the sensor nodes may have variable sensing coverage areas, which comprise a Heterogene
ous WSN. 

Objective: To address this issue, we present an Enhanced Weighted Spatial Correlation Model for 
Heterogeneous sensor nodes in WSNs. 

Methods: The mathematical framework considers the spatial coordinates of sensor nodes, the dis
tances between the sensor nodes, and their sensing coverage. Furthermore, the correlation coeffi
cient is calculated in terms of overlapping areas for randomly deployed nodes. Performance of 
the correlation model is evaluated and analyzed in terms of event distortion function. In addition 
to this, a macro and micro-zone concept is introduced, wherein sensor information is weighted 
for better event estimation at the sink node. Moreover, dynamic weighing of nodes like Inverse, 
Shepard's and Gaussian distance weighing algorithms are simulated and analyzed for minimal 
event distortion. Over and above, the system performance is evaluated for different approaches 
considering reporting nodes with and without clustering of sensor nodes for macro and micro
zone concept. 

Simulation results for the Enhanced Weighted Spatial Correlation Model developed are obtained 
using MATLAB software. 

Results: The comparative study shows an improved system performance in terms of minimal dis
tortion obtained for non-clustered nodes; thereby reducing the computational complexity of clus
ter formation. Furthermore, the dynamic weighing algorithms outperform the existing fixed 
weighing algorithms for the correlation model with the lowest distortion function. 

Conclusion: Moreover, in the above algorithms, the event distortion gradually decreases and lat
er becomes constant with the increase in the number of representative nodes. Hence, it illustrates 
that minimal distortion can be achieved by activating lesser number of representative nodes, 
thereby preserving the energy of other sensor nodes and increasing the lifetime of WSNs. 

Keywords: Wireless sensor networks, heterogeneous nodes, spatial correlation, weighted spatial correlation, event distortion 
function, MATLAB. 

1. INTRODUCTION 

Wireless sensor networks comprise of sensor nodes 
mainly deployed for the detection and monitoring of events 
like landslides, forest fires, earthquakes, tsunamis, etc:. 

• Addreu correspondence to this author at the Electronics Engineering, 
V JTI, Univ · umbai, India; E-mail: sunaya
na.jadhav@v 

2210-3279/n 565.00+,00 

A study [ 1) suggested loss of life if immediate action is not 
taken. For such emergencies, appropriate measures need to 
be implemented. WSNs are an upcoming technology for the 
detection and prediction of such events [2]. Sensor nodes 
sense the event and report the data to the sink node. Sink 
nodes may be directly connected to the user via wired net
works or through satellite networks. Internet of Things (IOT) 
is an emerging technological development promising to offer 
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Abstract- Mental Health continues to be a neglected aspect In 

modern society. The stressful and hectic lifestyleswe lead today 

barely account for the physical and mental repercussions. Issues 

such as Generalized Anxiety Disorder (GAD) and Panic Disorder 

are highly common in India today, and often go undiagnosed and 

untreated. This is an extremely dangerous and unhealthy result 

of the fast-paced lifestyle young Indians lead. Panic attacks are 

one such example of a mental health emergency which is not often 

talked about. People tend to experience symptoms like chest pain, 

shortness of breath and occasionally, back pains; all of which can 

be very frightening and easily associated in the mind with some 

Oserious health issue like a cardiac arrest. Further, it is difficult 

for people around the user to even understand what they are 

going through, Id alone help them. 

A Cbatbot can be described as an interface which uses 

machine learning to simulate human-like conversations. Its 

purpose is to replicate human conversation as closely as possible. 

We aim to distinguish the symptoms of a panic attack from a more 

serious problem using our bot. Making use of Grounding and 

other basic CBT Techniques, we intend to demonstrate how a 

cbatbot can guide a person experiencing a panic attack out of a 

state of spiraling. We designed a cbatbot which acts as a first

responder for panic attacks among other mental health related 

emergencies. Our system can identify symptoms of a panic attack 

and provide first-aid like guidance and assistance to alleviate 

symptoms. Provided further assistance and responses necessary 

to ensure that the user bas bad a satisfactory experience. 

Keywords- ChatBot, Panic atuzck, Mental Health, Deep 

Learning, Convolutional Neural Network 

J. INTRODUCTION 

The way we react to situations, the way we think of, the way 

we feel, directly or indirectly depends on our mental health. 

Our emotional and psychological behaviour represents our 

mental health. Good mental health help us to handle stress and 

bad situations with ease. It also helps us to make healthy 

choices. This way mental health is extremely important 

throughout our life. There have been researches and 
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developments happened on mental health issue such as panic 

attack. Studies shows that there is thin line between panic 

attack and coronary heart disease. Many times symptoms of 

panic attack overlap the symptoms of heart disease and this 

makes it difficult to recognize whether it is panic attack or 

heart attack [ 1]. 
In recent years, it is very important for the companies to keep 

a track of mental health of employees Invent of srnartphones 

proposes a new version such as chatbot, through which 

employees are ableto keep their mental wellness on their own. 

This kind of chatbot motivates user to use it on daily basis or 

repeated use. 
Factors contribute to the problems related to mental health are: 

• Biological elements, such as genes or brain chemicals 

• Life experiences, such as distress, suffering or grief 

• Family history of mental health issues 

Mental health problems are common but need to handle 

with care. People with mental health problems can get better 

and many recover for the most part, and even completely. 

The machine has been embedded knowledge to identify the 

sentences and making a decision itself as response to answer a 

question. The use of chatbots in the general field of mental 

health is abundant. Examples can be seen where they are 

experimentally used to treat depression and similar issues. 

However, this still remains a relatively new field where 

research is continuously done. Studies have systematically 

shown that while they cannot be used as replacements for 

medical intervention, chatbots can certainly act as a quick and 

efficient tool in providing mental healthcare assistance [2). 

The arrangement of the remaining part of this paper as 

follows: Section II provides the proposed system where we 

discuss the dataset preparation, Training model, Bot 

functionality and Neural Network in detail. Section Ill 

showcases the results to support the approach, and finally, 

Section IV concludes the work and discusses its future scope. 
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Abstract· On-r lht' last fow yurs there has been vast 
de,•elopmenl In IOT technology.chis technology made people life 
$lyle much easy and lntresting through various Innovations by 
finding solution to day to day problems.todays,scenerio of security 
developm,nt Is \\idely morr protedable and Important In dally life 
slylc.ln IOT applicatlons,srcurity pl:iys Important role because 
data that h■s transferttd Is always become secure If any of lhe 
unauthorlzNI aceess getting In lt,lhey can affected personal Injury 
as well as damage of security de,•elopment. 

Index Terms - IOT,lightwcight,cryptography and Sensor 

1. INTRODUCTION 

Entire business world is connected to security.The supply and 
~eed of the market in the various country has drastically 
increased over the last few year and it is very important to 
pro:ide cu_stomcrs. with best security .In the future,large amount 
~f ~1ghtwe1ght devices going to be connected with each other.It 
1s important to secure entire system in order to ensure to be 
~elied o_n as truthful.Crptography is well-developed,secure 
mformatJon and communication technique derived from 
stimulated concept and set-up of rule based calculation called 
algorithms.Transformation of messages will be in various 
ways,so that its is hard enough to decipher.these algorithms are 
used for verification to protect data privacy,web browsing on the 
internet without any risk,secret communications such as credit 
card transcations,email etc.Latest estimation in IOT,devices are 
connected in cloud platforrn.i.e many of industrial lot 
applications.Thus,the insurance of privacy and data protection is 
struggling at the moment to be solved. 

Gencrally,IOT devices targeted to simple data 
proccssing.i.e mobile :ipps,void control devices.smart TV 
sets etc.therefore,capcities are often small.Internal system 
allocated with less amounts of battery,Random access 
memory(RAM),low rates of data etc.Because of this reason 
IOT devices are unable to allocate considerable memory and 
processing energy just for security allocation.that is when 
introducing lightweight cryptography.This version expects to 
execute which bas less ;imount of computational complexity 
giving high robustness against security attacks meanwhile. 

The evolution of cloud computing over the years is very 
uncommon. There are certain things to cloud data for extending 
cryptography. Cryptography now becomes a huge part oflT 
department. Various day-to-day activities are carried on it for 
security pwpose. The benefits of cloud computing are being 
realized by more comp:mics and organizations every day as it is 
very much secure . Cloud w rnputing gives the clients a virtual 
computing infrastructure on whid1 they can store data and run 
1r.:iny applications. But the main moti vc of cloud computing is 
that stored the secure messages of clients. Tht'rc are many other 
approaches to extending cryptography to cloud data. M:my 
companies choose this system to encrypt data prior to uploading 

it to the cloud altogcthc1. 

2.MO 
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process is going on. When it comes to cryptography there is L 

development but still there are many complications. with 
cryptography data will be hacked by anywhere, it is difficult to I 
the hackers and searching exact location o,f it. The cryptography . 
expose critical infrastructure to weak and easy and it is mainly 
weak and hidden cryptography. Public main attention to exposed c 
leads to brand erosion to customers. This new modem environm 
requires organizations to pay attention to know how cryptograph: 
being implemented and managed throughout the whole enterpri 
This motivated us to work on the innovative JOT based cryptograJ 
which helps client to find the data easily and don't need to th 
about data protection. 

3. LITERATURE REVIEW 

Purposes(l] the primary focus was to examine the 
importance and uses of lightweight cryptography in security 
of IOT devices.Now,a days.the majority of humans are 
increasingly to secure the data on the online platfonn 
because it consumed less time and less memory as it is itse, 
na~ed as lightweight cryptography as the peoples data hack"ljja 
easily so the encrypt the message and to overcome this • 
problem,we introduced the lightweight cryptography in IOT 
devices for assuming it will help the people very much to 
keep their data secure.thus.this literature reaches were 
perfonned using webpages.A lightweight cryptography 
based on the internet of things(IOT) was presented,which 
includes ultrasonic sensors,ESP32 micro controller and a 
LCD screen & a keyboard and a webpage.wireless 
connection is required for an sensors following that the 
ESP32 will connect so,after the connection the messages will 
display on LCD screen automatically.To achieve 
confidentiality,the data and nodes are encrypted 
througbly,traditional cryptographic primitives are not 
directly applicable to I0T devices as it involves very poor 
resources. Lightweight cryptography should be applied 
efficient encryption in JOT.lightweight symmetric and 
asymmetric algorithm should be design for IOT systems.I 
the future,in IOT data security and authentication is big ......___ 
concerns so number of technique are proposed in which • 
hybrid models of encryption and authentication algorithms 
are made but t:1is cause increase in the memory requirement 
on the devices.As a result ,the proposed model is more 
competitive than altematives[2]. 

Author proposes that the survey with a goal of finding the 
best suitable solution for IOT security. It is very difficult to 
find one clear approach which will fit all kinds of 
applicatiC'l 11 of IOT. So,we all know that the various kinds of 
devices arc u •nnl·cted in IOT networks. Some devices can 
afford to have a I_1c,1vyweight and a high security method, but 
most .of the ~ev1ces _are resource constrained. They need a 
security solution which acts fast and mainly it need to less 
complex and versatile[3]. 

Necessity is the 
development in the fi 
and inventions had 

Jbfuw~ 1?stltnJ;%j~'H 

vast 
ovativc ideas 
11 ol hum.in 
ore ,,;id 1!:::: 

Author proposes that the cloud base<l JOT architecture is a 
structu1c which is used for specification of networks 
physical componrnts its d' erent performance principle and 

procedures. As~ l will secure by the help of cloud 
server. the_ cloud or we can ~ay IO~. it has different 

, layers which m ,nttad :< like , a~tave and passive 
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